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Session aware admission control is more profitable than Request Aware Admission ControlSession aware admission control is more profitable than Request Aware Admission Control



Average Useful Throughput versus 
Threshold - Medium-Term Sessions & 
Responsive Session-Aware Admission 

Control
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Percentage Histogram of Completed Calls 
for Different-Admission Control 

Strategies – Homogeneous  Generated 
Traffic.
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Not good to have long sessions in a Single SAC world…Not good to have long sessions in a Single SAC world…



Percentage Histogram of Completed Calls 
for Different Admission-Control 

Strategies - Mixed Traffic.
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Impact of long sessions in mixed traffic and benefit of double SAC !Impact of long sessions in mixed traffic and benefit of double SAC !



Percentage Histogram of Completed 
Calls for Different Admission-Control 
Strategies - Mixed Generated Traffic.
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Discrimination Against Long Term Sessions?
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Like with homogeneous traffic, impact of single approach to long sessionsLike with homogeneous traffic, impact of single approach to long sessions



Summary: Percentage Histogram of 
Completed Calls for Different Admission 

Control Strategies.
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Thanks ☺☺☺☺!

Any Questions ?
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Laurent.lefevre@inria.fr


